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Abstract—In this paper, we study an encryption scheme based on group algebra ۵ over the 
boolean ring ܀. The key idea of the proposal is that for a given commutative ring, we can define 
different functions over ℤࡺ and use them as the underlying structure. Using this group algebra 
 .we are giving a criterion to encrypt the message and to retrieve it using the RSA Algorithm ,۵܀
For the decryption algorithm to work, without any loss of data, the invertibility of the latin 
square over ܀ is the necessary condition.  
 
Index Terms— Cryptographic bijective functions; One-way functions; Boolean Rings; Trace; 
Automorphism; Group Algebra; Partition of a set. 

I. INTRODUCTION 

In 1976, Whitefield Diffie and Martin Hellman published the first practical public key cryptosystem for secure 
data transmission [10]. The Diffie-Hellman Algorithm was based on the discrete log problem. Since then, many 
public key cryptography algorithms have been created. The RSA scheme [9] discovered in 1978 by Ron Rivest, 
A. Shamir and Adleman was based on the factorization problem of the modulus, factorising of modࡺ is an 
impractical task if the integer ࡺ is sufficiently large, where ࡺ is the product of two distinct large primes. Since 
then, many developments have been made in the field of cryptography. Elliptic Curves based Cryptography has 
an advantage over the nonelliptic curve cryptography with the smaller key sizes [4][5]. Elliptic Curve 
cryptography is based on the algebraic structure of elliptic curves over finite fields. 
Here, we are using Special finite non-abelian groups in order to make the bijective functions more efficient and 
suitable for encryption and decryption purpose. We are introducing the concept strongly co - prime integers for 
constructing more trap door functions. In this paper , we study some important properties of strongly co-prime 
integers and their effective use in public key cryptography. In recent past many works have been done to 
improve the cryptosystems using the group algebra over commutative and non-commutative rings. 
It is necessary for a good cryptosystem to be practically impossible for the attacker to break [2]. A good 
cryptosystem would comparatively take more time while the attacker is trying to break into it. This can either be 
achieved by making a moderately longer key or by creating a more advance algorithm that would make the 
entire cryptosystem reluctant to any damage. 
Here, in this paper, we present some new techniques to encrypt and decrypt the messages. Some basic concepts 
of group algebra and, linear algebra have been used and applied to make a new algorithm. The RSA Algorithm 
[8] has been used as the basis of the cryptosystem whose definition we would like to record: 
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Encryption: Given the public key (݊, ݁) = ݇௣௨௕  and the plaintext ݔ, the encryption function is ࢟ = (࢞)࢈࢛࢖࢑ࢋ ≡
࢞௘mod࢔, where ݕ,ݔ ∈ ℤ௡. 
Decryption: Given the private key ݀ = ݇௣௥  and the ciphertext ݕ, the decryption function is ࢞ = (࢟)࢖࢑ࢊ ≡
ݕ,ݔ where ,࢔modࢊ࢟ ∈ ℤ௡. 
Here, ݁݀ ≡ 1(mod(݌ − ݍ)(1 − 1)) and ݊ =  ݍ݌
Theorem 1.1 (RSA) The mapping ݂:ℤ௡ → ℤ௡  where ݊ is the product of ݇ distinct odd primes, ݂(ݔ) =
,௘(Mod ݊) such that gcd ൫݁ݔ ଵ݌) − ଶ݌)(1 − 1) … ௞݌) − 1)൯ = 1 is bijective. Here, ed ≡ 1 ൬ቀMod ൫(݌ଵ −

ଶ݌)(1 − 1) … ௞݌) − 1)൯ቁ and ݊ = ଵ݌ ⋅ ଶ݌ ௞݌…  
For a function ' ݂ᇱ, if there exist some secret information ' ݕᇱ, such that if ݂(ݔ) and ݕ are known, then ݔ can be 
computed easily. Such a function is known as the trapdoor function. A trapdoor function is a functionthat is easy 
to compute in one direction, yet difficult to compute in the opposite direction (finding its inverse) without special 
information, called the "trapdoor". A one-way function is a function that is easy to compute on every input, but 
hard to invert given the image of a random input. In this direction, many researchers started constructing trap 
door permutation polynomial over finite fields. Now we would like to recall an interesting result due to R.A. 
Mollin and C. Small. [8] 
Theorem 1.2: Let (ݍ)ܨܩ be a given finite field with q elements having characteristic different from '3'. 
Then ݂(ݔ) = ଷݔܽ + ଶݔܾ + ݔܿ + ݀(ܽ ≠ 0) permutes (ݍ)ܨܩ if and only if 

ܾଶ = 3ܽܿ and ݍ ≡ 2(Mod 3) 
Now, let us use this theorem for constructing a permutation polynomial over ℤ௣ for large odd prime  (݌ ≠ 3). 
Using the quadratic reciprocity law, we can deduce the following theorem 
Choose an odd prime ݌ such that ݌ ≡ 11(Mod 12) 
Then choose ܽ, ܿ ∈ set of quadratic residues mod݌ or ܽ, ܿ ∈ set of quadratic non-residues mod݌ Then the 
polynomial ݂(ݔ) = ଷݔܽ + ଶݔܾ + ݔܿ + ݀ ∈ ℤ௣[ݔ] permutes ℤ௣. 
If we choose a prime ݌ such that ݌ ≡ 5(Mod 12), 
Then we have to select ܽ ∈ set of quadratic residues mod݌ but ܿ ∈ set of quadratic non-residues mod݌ 
or if ܽ ∈ set of quadratic non-residues mod݌ and ܿ ∈ set of quadratic residues mod݌ 
Then the polynomial ݂(ݔ) = ଷݔܽ + ଶݔܾ + ݔܿ + ݀ ∈ ℤ௣[ݔ] permutes ℤ௣. 
Let us now observe, how we can use some elementary number theory to construct some simple encryption and 
decryption schemes. 
For more works on Analytic Number theory, the reader may refer to [1]. 

A. Some examples to construct bijective functions 
In this section, we give some more methods for the secure encryption of data using different fields like vectors, 
rings, matrices etc. This can be understood better with help of the following theorems and examples. 
Example 1.1: Select Four Secret distinct positive integers ܽ, ܾ,ܲ,ܳ where ܲ and ܳ are very large odd primes 
such that ܾܽ > ܲܳ 
Define ܯ = ܾܽ − ܲܳ 
Set ݁ = (ܲܳ)ଶܯ + ܽ and ݀ = ܯ(ܳܲ) + ܾ 
Consider ݁݀ − ܲܳ = ܯଷ(ܳܲ))ܯ + ܽ(ܲܳ) + ܾ(ܲܳ)ଶ + 1) 
Define ܰ = (ܲܳ)ଷܯ + ܽ(ܲܳ) + ܾ(ܲܳ)ଶ + 1 
Then, we observe: gcd (݁,ܰ) = gcd (݀,ܰ) = 1 
Define ℤே = {0,1,2, … ,ܰ − 1} 
The map ݂:ℤே

(ଶ) → ℤே
(ଶ) defined by ݂(ݔ, (ݕ = (ex (Mod ܰ),  .is bijective ((ܰ Mod)ݕ݀

Example 1.2: Let us now extend the above example further 
Take four distinct positive integers ܽ,ܾ, ܿ,ܲ where ܲ is an odd prime. such that ܾܽܿ > ܲ. 
Define ܯ = ܾܽܿ − ܲ 
Set ݁ = ܲଷܯ + ܽ;݀ = ܲଶܯ + ܾ, and ݂ = ܯܲ + ܿ. 
Now, construct ݂݁݀ − ܲ = ଶܯ଺ܲ)ܯ + ܽܲଷܯ + ܾܲସܯ + ܾܽܲ + ܲହܿܯ+ ܽܿܲଶ + ܾܿܲଷ + 1) 
Then, we observe: gcd (݁,ܰ) = gcd (݀,ܰ) = gcd (݂,ܰ) = 1 The map ߶:ℤே

(ଷ) → ℤே
(ଷ) defined by ߶(ݕ,ݔ, (ݖ =

(ex (Mod ܰ), ,(ܰ Mod)ݕ݀  .is bijective ((ܰ Mod)ݖ݂
Example 1.3: Let us take four distinct positive integers ࢈,ࢇ,  . greater than or equal to 2 ࢊ,ࢉ
Define ܰ = (abcd (ܽ + 1)(ܾ + 1)(ܿ + 1)(݀ + 1)) + 1 
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Here, we observe that gcd (ܽ,ܰ) = gcd (ܾ,ܰ) = gcd (ܿ,ܰ) = gcd (݀,ܰ) = 1 
and, gcd (ܽ + 1,ܰ) = gcd (ܾ + 1,ܰ) = gcd (ܿ + 1,ܰ) = gcd (݀ + 1,ܰ) = 1 
also, gcd (ܽ(ܽ + 1)ଶ,ܰ) = 1 
Define ℤே = {0,1,2, …ܰ − 1}(Mod ܰ) a ring of integers with respect to +ே and ×ே. 
Now, let us construct a bijective function ݂:ℤே

(ଷ) → ℤே
(ଷ) 

,ݕ,ݔ)݂ (ݖ =  (ݓ,ݒ,ݑ)
where ݑ = ܽଶݔ − ݕܽ + ݇ 
ݒ = (2ܽ + ݔ(1 + ݕܽ + ݈ 
ݓ = ݖܽ +݉, 
Here, ݇, ݈,݉ ∈ ℤே. 
Similarly, ' ܽ ' can be replaced by  ᇱܾᇱ,  ᇱܿᇱ and  ᇱ݀ᇱ. 

Example 1.4: Define ℱ = ቄܽ ܾ
ܿ ݀ቃ ∣

ܽ,ܾ, ܿ,݀ ∈ ℤpos 

(ܽ, ܾ) = (ܿ,݀) = 1
(ܽ, ܿ) = (ܾ,݀) = 1

ቑ 

Proposition 1.1: Suppose ቂܽ ܾ
ܿ ݀ቃ , ൤ߙ ߚ

ߛ ൨ߜ ∈ ℱ 

Then ൤ܽߙ ߚܾ
ߛܿ ൨ߜ݀ ∈ ℱ if and only if ൤ܽ ߚ

ߛ ݀൨ , ቂߙ ܾ
ܿ ቃߜ ∈ ℱ. 

Proof: (ܽߙ, (ߚܾ = (ܽ,ܾ) × (ߚ,ߙ) × ቀ ௔
(௔,௕)

, ఉ
(ఈ,ఉ)

ቁ × ቀ ௕
(௔,௕)

, ఈ
(ఈ,ఉ)

ቁ 

Similarly, (ܽߙ, (ߛܿ = (ܽ, ܿ) × (ߛ,ߙ) × ቀ ௔
(௔,௖)

, ఊ
(ఈ,ఊ)

ቁ× ቀ ௖
(௔,௖)

, ఈ
(ఈ,ఊ)

ቁ 
Therefore, (ܽߚܾ,ߙ) = (ߚ,ܽ) ⋅  (ߙ,ܾ)
Similarly, (ܿߛ, (ߜ݀ = (ܿ, (ߜ ⋅ (݀,  (ߛ
,ߚܾ) (ߜ݀ = (ܾ, (ߜ ⋅ ,ߚ) ݀) 
,ߙܽ) (ߛܿ = (ߛ,ܽ) ⋅  (ߙ,ܿ)

Proposition 1.2: Suppose ቂܽ ܾ
ܿ ݀ቃ , ൤ߙ ߚ

ߛ ൨ߜ ∈ ℱ 

Define ࡺ = ߜ݀ߙܽ +  ߚܾߛܿ
૚ۼ = ܽ݀ +  ߛߚ
૛ۼ = ߜߙ + ܾܿ 

Assume ൤ܽߙ ߚܾ
ߛܿ ൨ߜ݀ ∈ ℱ 

Define ݂:ℤே
(ଷ) → ℤே

(ଷ) 
,ݕ,ݔ)݂ (ݖ = ᇱߙ) + ߙܽ) + ݔ(ߜ݀ + ᇱߚ,(ܰ Mod)ݕߜ݀ + ݔߛܿ + ᇱߛ,(ܰ Mod)ݕߛܿ + (ܾଶߚଶܿߛ)ݖ(Mod ܰ)) 
ଵ݂:ℤேభ

(ଷ) → ℤேభ
(ଷ) 

ଵ݂(ݕ,ݔ, (ݖ = ൫ߙᇱᇱ + ߛܽ) + ݔ(݀ + ݔߛ,(Mod ଵܰ)ݕ݀ + ݕߛ + ᇱᇱߛ,ᇱᇱ(Mod ଵܰ)ߚ +  ൯(Mod ଵܰ)ݖ(ߛଶߚ)

ଶ݂:ℤேమ
(ଷ) → ℤேమ

(ଷ) 

ଶ݂(ݕ,ݔ, (ݖ = ൫ߙᇱᇱᇱ + ܿߙ) + ݔ(ߜ + ᇱᇱᇱߚ,(Mod ଶܰ)ݕߜ + ݔܿ + ᇱᇱᇱߛ,(Mod ଶܰ)ݕܿ + (ܾଶܿ)ݖ(Mod ଶܰ)൯ 
Then, ݂ is bijective if and only if ଵ݂  and ଶ݂  are bijective. Example 1.5: Let ݌, ,ݍ  be three given (distinct) odd ݎ
primes 
Assume ݎଶ + ݍ ≢ 0(Mod ݌) 
Consider the following 2 × 2 matrix " ܣ " 

ܣ = ൤
ݎ ݌ + ݎݍ

ݍ݌ + ଶݎ݌ ଶݍ + ݎ݌ + ଶ൨ݎݍ

Per (ܣ) = ଶݍݎ + ଶݎ݌ + ଷݎݍ + ݍଶ݌ + ଶݎଶ݌ + ݎଶݍ݌ + ଷݎݍ݌

 = ݍ݌) + ଷݎ(ݍ + ݌) + ଶݎ(ଶ݌ + ଶݍ݌) + ݎ(ଶݍ + ݍଶ݌
 Define ܰ: = Per (ܣ)
 = ݍ݌) + ଷݎ(ݍ + ݌) + ଶݎ(ଶ݌ + ଶݍ݌) + ݎ(ଶݍ + ,ݍଶ݌

 

Now, we can show that 
gcd (ݍ݌)ݎ + (ܰ,(ଶݎ݌ = 1 
gcd ((݌ + ଶݍ)(ݎݍ + ݎ݌ + (ܰ,(ଶݎݍ = 1 
gcd (݌)ݎ + (ܰ,(ݎݍ = 1 
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gcd ൫(ݍ݌ + ଶݍ)(ଶݎ݌ + ݎ݌ + ଶ),ܰ൯ݎݍ = 1 
Define a bijective map ݂:ℤே

(ଷ) → ℤே
(ଷ) as follows: 

,ݕ,ݔ)݂ (ݖ = ߙ]) + ଶݎݍ) + ݌) + ݎ(1 + ݔ(ଶݍ + ଶݍ) + ݎ݌ +  ,(ܰ Mod)[ݕ(ଶݎݍ
ߚ] + ݍ݌) + ݔ)(ଶݎ݌ + ,(ܰ Mod)[(ݕ ߛ] + ݌) + ݍ݌)ଶ(ݎݍ +  ((ܰ Mod)[ݖ(ଶݎ݌

Det ൤ݎݍ
ଶ + ݌) + ݎ(1 + ଶݍ ଶݍ + ݎ݌ + ଶݎݍ

ݍ݌ + ଶݎ݌ ݍ݌ + ଶݎ݌
൨ = ݍ݌)] +  (ܰ Mod)[(ݎ)(ଶݎ݌

So, gcd ([(ݍ݌ + (ܰ,[(ݎ)(ଶݎ݌ = 1 
Therefore " ݂ " is bijective. 
Proposition 1.3. Let ࢇ be the non-zero vector in ℝଷ. Then ܶ(ݔ)ࢇ = ࢇ) × ࢞)− −ࢇ ࢞, and 
ܵ௔(ݔ) = ࢞× ࢇ − ࢇ − ࢇ,࢞ × ݔ,ݔ × ܽ denotes vector cross product in ܴଷ is bijective from ℝଷ to ℝଷ. 
If we consider ࢇሬሬ⃗ = (ܽଵ, ܽଶ,ܽଷ) ∈ ℤ௣ଷ  over a finite field with ݌ where ݌ is an odd-prime. Then the map 
௔ܶ(ݔ) is bijective if and only if ܽଵଶ + ܽଶଶ + ܽଷଶ ≢ −1(mod݌). 

Theorem 1.3: Let ࢇሬሬ⃗ , ሬሬ⃗࢈  be any non-zero vectors and ݕ is any vector in ܴଷ. 
Then ܶ(ࢇሬሬ⃗ ሬሬ⃗࢈, (ݕ⃗)( = ሬሬ⃗࢈) ⋅ ሬሬ⃗ࢇ(ݕ⃗ − ( ሬܾ⃗ ⋅ ݕ⃗(⃗ܽ + ݕ⃗) × ܽ⃗) + ݕ⃗) × ሬܾ⃗ ) + ݕ⃗ + (ܽ⃗ × ሬܾ⃗ ) + ܽ⃗ − ሬܾ⃗  is a bijective map from ℝଷ 
onto ℝଷ. 
Proof: 
Let ܽ⃗ be a given non-zero vector in ܴଷ. 
Define: ௔ܶሬ⃗ (ݔ⃗) = ܽ⃗ × ݔ⃗ − ܽ⃗ −  ݔ⃗

ܵ௔ሬ⃗ (ݔ⃗) = ݔ⃗ × ܽ⃗ − ܽ⃗ −  ݔ⃗
௔ܶሬ⃗ ,ܵ௔ሬ⃗  both are bijective maps from ܴଷ onto itself. 

Select ܽ⃗, ሬܾ⃗  are given non-zero vectors in ܴଷ. 
Now, let us compute ܵ௕ሬ⃗ ∘ ௔ܶሬ⃗ :ℝଷ → ℝଷ 

ܵ௕ሬ⃗ ∘ ௔ܶሬ⃗  = ܵ௕ሬ⃗ ( ௔ܶሬ⃗ ((ݔ)
 = ܵ௕ሬ⃗ (ܽ⃗ × ݔ⃗ − ܽ⃗ − (ݔ⃗
 = (ܽ⃗ × ݔ⃗ − ܽ⃗ − (ݔ⃗ × ሬܾ⃗ − (ܽ⃗ × ݔ⃗ − ܽ⃗ − (ݔ⃗ − ሬܾ⃗

 = (ܽ⃗ × (ݔ⃗ × ሬܾ⃗ − (ܽ⃗ × ሬܾ⃗ )− ݔ⃗) × ሬܾ⃗ )− (ܽ⃗ × (ݔ⃗ + ܽ⃗ + ݔ⃗ − ሬܾ⃗

 = (ܽ⃗ × (ݔ⃗ × ሬܾ⃗ + ( ሬܾ⃗ × ܽ⃗) + ( ሬܾ⃗ × (ݔ⃗ + ݔ⃗) × ܽ⃗) + ܽ⃗ + ݔ⃗ − ሬܾ⃗

 = (ܽ⃗ ∙ ሬܾ⃗ ݔ⃗( − ݔ⃗) ∙ ሬܾ⃗ )ܽ⃗ + ݔ⃗) × ܽ⃗) + ( ሬܾ⃗ × (ݔ⃗ + ݔ⃗ + ( ሬܾ⃗ × ܽ⃗) + ܽ⃗ − ሬܾ⃗

 

Now, we use the above-mentioned theorems to prove some corollaries. Corollary 1.1: Let ܽ⃗ = (ܽଵ,ܽଶ, ܽଷ) ∈
ℤே

(ଷ) form a commutative ring with respect to +ே and ×ே. 

௔ܶሬ⃗ :ℤே
(ଷ) → ℤே

(ଷ) defined by ௔ܶሬ⃗ (ݔ) = ܽ⃗ × ݔ⃗ − ܽ⃗ − ݔ for all ݔ⃗ ∈ ℤே. Then ௔ܶሬ⃗  is a bijective function if and only if 
(ܽଵଶ + ܽଶଶ + ܽଷଶ) ≡ ᇱݎ − 1(modܰ), where gcd (ݎᇱ,ܰ) = 1.  

II. PROOF 

Suppose ௔ܶ(⃗ݔ) = ௔ܶ(⃗ݕ) for all ݕ,ݔ ∈ ℤே. Then 
ܽ⃗ × ݔ⃗ − ܽ⃗ − ݔ⃗ = ܽ⃗ × ݕ⃗ − ܽ⃗ −  ݕ⃗
(ܽ⃗) × (ݔ⃗)) − ((ݕ⃗) = (ݔ⃗)) −  ((ݕ⃗)

อ
݅ ݆ ݇
ܽଵ ܽଶ ܽଷ

ଵݔ − ଵݕ ଶݔ − ଶݕ ଷݔ − ଷݕ
อ = ଵݔ) − ଶݔ,ଵݕ − ଷݔ,ଶݕ − (ଷݕ

൫ܽଶ(ݔଷ − −(ଷݕ ܽଷ(ݔଶ − ,(ଶݕ  ܽଷ(ݔଵ − −(ଵݕ ܽଵ(ݔଷ − ,(ଷݕ  ܽଵ(ݔଶ − −(ଶݕ ܽଶ(ݔଵ − ଵ)൯ݕ
 = ଵݔ) − ଶݔ,ଵݕ − ଷݔ,ଶݕ − (ଷݕ
ଵݔ)−  − −(ଵݕ ܽଷ(ݔଶ − (ଶݕ + ܽଶ(ݔଷ − (ଷݕ = 0
ܽଷ(ݔଵ − −(ଵݕ ଶݔ) − (ଶݕ + ܽଵ(ݔଷ − (ଷݕ = 0
 −ܽଶ(ݔଵ − (ଵݕ + ܽଵ(ݔଶ − −(ଶݕ ଷݔ) − (ଷݕ = 0

൭
−1 −ܽଷ ܽଶ
ܽଷ −1 −ܽଵ
−ܽଶ ܽଵ −1

൱൭
ଵݔ − ଵݕ
ଶݔ − ଶݕ
ଷݔ − ଷݕ

൱ = ൭
0
0
0
൱

 

In order to get a trivial solution, we must have 
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det ൭
−1 −ܽଷ ܽଶ
ܽଷ −1 −ܽଵ
−ܽଶ ܽଵ −1

൱ ∈ ܷ(ℤே) 

Let us consider 
then gcd (lmod ܰ,ܰ) = 1 

݈ = อ
−1 −ܽଷ ܽଶ
ܽଷ −1 −ܽଵ
−ܽଶ ܽଵ −1

อ 

Now, let us compute ݈modܰ 
൫−1(1 + ܽଵଶ) + ܽଷ(−ܽଷ − ܽଵܽଶ) + ܽଶ(ܽଵܽଷ − ܽଶ)൯modܰ
gcd (−(1 + ܽଵଶ + ܽଶଶ + ܽଷଶ)modܰ,ܰ) = 1
 −(1 + ܽଵଶ + ܽଶଶ + ܽଷଶ) ≡ (ܰ,ݎ) where gcd ,(modܰ)ݎ = 1
(1 + ܽଵଶ + ܽଶଶ + ܽଷଶ) ≡ (modܰ)ݎ−
 (ܽଵଶ + ܽଶଶ + ܽଷଶ) ≡ ܰ − ݎ − 1(modܰ)
 (ܽଵଶ + ܽଶଶ + ܽଷଶ) ≡ ᇱݎ − 1(modܰ), where gcd (ݎᇱ,ܰ) = 1

 

௔ܶሬ⃗ :ℤே
(ଷ) → ℤே

(ଷ) is bijective if and only if (ܽଵଶ + ܽଶଶ + ܽଷଶ) ≡ ᇱݎ − 1(modܰ), where gcd (ݎᇱ,ܰ) = 1 

III. COROLLARY1. 2 

 Let, ܽ⃗, ሬܾ⃗ ∈ ℤே
(ଷ) with ܽ⃗ = (ܽଵ,ܽଶ, ܽଷ), ሬܾ⃗ = (ܾଵ,ܾଶ,ܾଷ).

(ܽଵଶ + ܽଶଶ + ܽଷଶ) ≡ ᇱݎ − 1(modܰ)
(ܾଵଶ + ܾଶଶ + ܾଷଶ) ≡ ᇱݏ − 1(modܰ)

 

where gcd (ݎᇱ,ܰ) = gcd (ݏᇱ,ܰ) = 1. 
ܶ(௔ሬ⃗ ,௕ሬ⃗ (ݔ⃗)( = ( ሬܾ⃗ ∙ ⃗ܽ(ݔ⃗ − ( ሬܾ⃗ ∙ ݔ⃗(⃗ܽ + ݔ⃗) × ܽ⃗) + ݔ⃗) × ሬܾ⃗ ) + ݔ⃗ + (ܽ⃗ × ሬܾ⃗ ) + ܽ⃗ − ሬܾ⃗  is bijective from ℤே

(ଷ) to ℤே
(ଷ) 

IV. ENCRYPTION AND DECRYPTION OVER FINITE BOOLEAN RINGS 

A. Boolean Rings 
Now we shall see how to reconstruct the original message text using boolean rings over group algebras. In this 
context, let us review the definition of Boolean Rings [3]. 
Let ܺ be any given finite set (non-empty).Consider ࣪(ܺ) = { set of ALL subsets of  } 
Define ⊕ and ∙ on ࣪(ࢄ) as follows: 

࡮⊕࡭ = ࡭) − ∪(࡮ ࡮) (࡭−
࡭ ∙ ࡮ = ࡭ ,࡮∩

 

 where ܤ,ܣ ∈ ࣪(ܺ) 

 
Figure 1 : Boolean Ring 

This ring is: 

a) Commutative 
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ܤ⊕ܣ = ⊕ܤ  ܣ

ܣ ∙ ܤ = ܤ ∙ ܤ,ܣ where ,ܣ ∈ ࣪(ܺ) 

b) Associative 

⊕ܣ ܤ) ⊕ (ܥ = (ܤ⊕ܣ)  ܥ⊕

ܣ ∙ ܤ) ∙ (ܥ = ܣ) ∙ (ܤ ∙ ܥ,ܤ,ܣ where ,ܥ ∈ ࣪(ܺ) 

c) Distributive 

(ܤ⊕ܣ) ∙ ܥ = ܣ) ∙ (ܥ ⊕ ܤ) ∙  (ܥ

ܣ) ∙ (ܤ ܥ⊕ = ⊕ܣ) (ܥ ∙ ⊕ܤ) ܥ,ܤ,ܣ where ,(ܥ ∈ ࣪(ܺ) 

The empty set (߶) is the zero of the ring. 

The finite set ܺ is the one of the ring. 

Hence, (࣪(ܺ),⊕,∙,߶,ܺ) forms a Boolean Ring. 

Let ࢁ = ቂܣ ܤ
ܥ ቃܦ , ߥ = ቂܧ ܨ

ܩ  ቃܪ

then the matrix multiplication is defined as follows: 

࢛ ⋅ ࢜ = ቂܣ ܤ
ܥ ቃܦ ⋅ ቂ

ܧ ܨ
ܩ ቃܪ = ൤ܧܣ⊕ ܩܤ ܨܣ ܪܤ⊕

ܧܥ ܩܦ⊕ ܨܥ ൨ܪܦ⊕ ܤܣ⟩  = ܣ ∙  ⟨ܤ

While decrypting the message, the invertibility of the latin square, formed over the boolean ring ܀, is a necessary 
condition. That latin square can be formed using various techniques mentioned below. 

V. MAIN RESULT: ENCRYPTION SCHEMES OVER SQUARE MATRICES 

In this section we give an algorithm to encrypt as well as decrypt the data using square matrices. Here, the square 

matrices are constructed with its elements from the power set of the boolean set ࢄ. Let ࡹ = ൥
ଵܻ

ଶܻ

ଷܻ

൩ be the message 

that we have to encrypt. Where ଵܻ, ଶܻ, ଷܻ ∈  ࢄ
To encrypt the message, we need a key. 

Let ࣥ = ൥
ܺ ⊕ ܨܤ⊕ܧܣ ܩܤ⊕ܣ ܤ

ܧ ⊕ ܨܥ ܺ ܩܥ⊕ ܥ
ܨ ܩ ܺ

൩ be the Encryption key, Det (ࣥ) = ܺ. 

where, ܩ,ܨ,ܧ,ܥ,ܤ,ܣ ∈ ࣪(ܺ) 
Define Enc (ࡹ) = ࣥ  ࡹ⋅

 = ൥
ܺ ⊕ ܨܤ⊕ܧܣ ܩܤ⊕ܣ ܤ

ܧ ⊕ ܨܥ ܩܥ⊕ܺ ܥ
ܨ ܩ ܺ

൩ ⋅ ൥
ଵܻ

ଶܻ

ଷܻ

൩ = ቎
ଵܻ
ᇱ

ଶܻ
ᇱ

ଷܻ
ᇱ
቏  (say) 

 = ቎
ଵܻ ܨܤ⊕ ଵܻ ܣ⊕ ଶܻ⊕ܩܤ ଶܻ ܤ⊕ ଷܻ
ܧ ଵܻ ܨܥ⊕ ଵܻ ⊕ ଶܻ ܩܥ⊕ ଶܻ ܥ⊕ ଷܻ

ܨ ଵܻ ܩ⊕ ଶܻ ⊕ ଷܻ

቏ = ቎
ଵܻ
ᇱ

ଶܻ
ᇱ

ଷܻ
ᇱ
቏

 

Here, 
ଵܻ
ᇱ = ଵܻ ܨܤ⊕ ଵܻ ܣ⊕ ଶܻ⊕ܩܤ ଶܻ ܤ⊕ ଷܻ 
ଶܻ
ᇱ = ܧ ଵܻ ܨܥ⊕ ଵܻ ⊕ ଶܻ ܩܥ⊕ ଶܻ ܥ⊕ ଷܻ 
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ଷܻ
ᇱ = ܨ ଵܻ ܩ⊕ ଶܻ ⊕ ଷܻ 

To decrypt this message, 
௡(ℳ)ܦ = ࣥିଵ

 =
1
ܺ
൥
ܺ ܣ ⊕ܥܣ ܤ
ܧ ܺ⊕ ܧܣ ܥ ⊕ ܧܤ⊕ܧܣܥ
ܨ ܩ ܧܣܩ⊕ ⊕ ܨܣ ⊕ܨܤ⊕ܺ ܩܥ ⊕ ܩܤܧ ܧܣܩܥ⊕

൩

 = ൥
ܺ ܣ ⊕ܥܣ ܤ
ܧ ܺ⊕ ܧܣ ܥ ⊕ ܧܤ⊕ܧܣܥ
ܨ ܩ ܧܣܩ⊕ ⊕ ܨܣ ⊕ܨܤ⊕ܺ ܩܥ ⊕ ܩܤܧ ܧܣܩܥ⊕

൩  ∣∵ ܺ is the one in the ring ࣪(ܺ) ∣

 

Here, as we have mentioned, that in a Boolean Ring, the one (1) of the ring is the finite set ࢄ. In order to 
maintain the invertibility of the matrix, it is important that we construct the matrices with their determinant =  .ࢄ
This determinant being equal to the one of the finite ring ensures the invertibility and hence the decryption is 
possible without the loss of data. 
Some of the methods to construct such matrices have been discussed below. 

A. To Construct a square matrix with determinant = ܺ using triangular matrices 
Let ܺ be any given finite set (non-empty). Consider ࣪(ܺ) = { set of ALL subsets of ܺ} 
Define ⊕ and ∙ on ࣪(ܺ) as follows: 
Define two square matrices ߣ and ߤ 

ܤ⊕ܣ = ܣ) − (ܤ ∪ ܤ) − (ܣ = ܤ ܣ⊕
ܣ ∙ ܤ = ܣ ∩ ܤ = ܤ ∙ ,ܣ   where ܤ,ܣ ∈ ࣪(ܺ) 

࢛ = ൥
ܺ ܣ ܤ
߶ ܺ ܥ
߶ ߶ ܺ

൩ ;࢜ = ൥
ܺ ߶ ߶
ܧ ܺ ߶
ܨ ܩ ܺ

൩  where ܩ,ܨ,ܧ,ܥ,ܤ,ܣ ∈ ࣪(ܺ)

࢛ ⋅ ࢜ = ቎
ܺ ܧܣ⊕ ܨܤ⊕ ܩܤ⊕ܺܣ⊕߶ ܺܤ⊕߶
⊕ܧ⊕߶ ܨܥ ܩܥ⊕ܺ⊕߶ ܥ⊕߶⊕߶
ܨܺ⊕߶ ܩ⊕߶ ܺ

቏

࢛ ⋅ ࢜ = ൥
ܺ ⊕ ܨܤ⊕ܧܣ ܩܤ⊕ܣ ܤ

ܧ ⊕ ܨܥ ܺ⊕ ܩܥ ܥ
ܨ ܩ ܺ

൩ → (ࡷ)

det (࢛ ⋅ ࢜) = ܧܣ⊕ܺ)] ܺ)(ܨܤ⊕ ܩܥ⊕ ⊕[(ܩܥ⊕ ܧ)(ܩܤ⊕ܣ)] ܨܥ⊕ ⊕[(ܨܥ⊕ ܩܧ)ܤ] ⊕ ⊕ܩܨܥ ⊕ܨ [(ܨܩܥ
 = ܺ⊕ ܧܩܤ⊕ܧܣ⊕ܨܤ⊕ܧܣ ܩܧܤ⊕ ܨܤ⊕
 = ܺ

 

VI. EXAMPLE 2.1 

Assume ܺ = {1,2,3,4,5} and ࣪(ܺ) be the power set of ܺ 
here, det (࢛ ⋅ ࢜) = ܺ 

࢛ = ቎
ܺ {1,2} {2,3}
߶ ܺ {1,2,3}
߶ ߶ ܺ

቏ ;࢜ = ቎
ܺ ߶ ߶

{1,3} ܺ ߶
{1,2} {3,4} ܺ

቏

࢛ ⋅ ࢜ = ቎
{3,4,5} {1,2,3} {2,3}
{2,3} {1,2,4,5} {1,2,3}
{1,2} {3,4} ܺ

቏

 

Similarly, using different finite non-empty sets " ܺ " and taking different elements from their power set, we can 
obtain infinite number of square matrices of any order. 

Similarly, we can create a 4-square matrix by multiplying ࣯ = ൦

ܺ ܣ ܤ ܥ
߶ ܺ ܦ ܧ
߶ ߶ ܺ ܨ
߶ ߶ ߶ ܺ

൪ and 

࢜ = ൦

ܺ ߶ ߶ ߶
ܩ ܺ ߶ ߶
ܪ ܫ ܺ ߶
ܬ ܭ ܮ ܺ

൪ in order to get a 4-sqaure matrix ࣞ = ࢁ ⋅ ࢜ whose determinant = ܺ. 
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ࣞ = ࢛ ⋅ ࢜ = ൦

ܺ ⊕ ⊕ܪܤ⊕ܩܣ ܬܥ ⊕ܣ ܫܤ ܭܥ⊕ ⊕ܤ ܮܥ ܥ
ܩ ܬܧ⊕ܪܦ⊕ ܫܦ⊕ܺ ⊕ ܭܧ ܮܧ⊕ܦ ܧ

⊕ܪ ܬܨ ܫ ⊕ ܭܨ ܺ ܮܨ⊕ ܨ
ܬ ܭ ܮ ܺ

൪ where ܪ,ܩ,ܨ,ܧ,ܦ,ܥ,ܤ,ܣ, ,ܫ ,ܭ,ܬ ܮ ∈ 

࣪(ܺ) 

A.  To construct a square matrix with determinant = ܺ using square tridiagonal matrices 
Let ܺ be any given finite set (non-empty). Consider ࣪(ܺ) = { set of ALL subsets of  } 

Let ࢁ = ൥
ܺ ܣ ߶
ܤ ܺ ܣ
߶ ܤ ܺ

൩ and आ = ൥
ܺ ܥ ߶
ܦ ܺ ܥ
߶ ܦ ܺ

൩, we have Det (ࢁ) = Det (ࢂ) = ܺ. 

Here, ܦ,ܥ,ܤ,ܣ ∈ ࣪(ܺ) 

࢛ ⋅ ࢜ = ൥
ܺ ⊕ ܦܣ ⊕ܥ ܣ ܣܥ
ܤ ܦ⊕ ܦܣ⊕ܥܤ⊕ܺ ܥ ⊕ ܣ
ܦܤ ܦ⊕ܤ ܥܤ⊕ܺ

൩ , Det (࢛ ⋅ ࢜) = Det (࢛) ⋅ Det (࢜) = ܺ ⋅ ܺ = ܺ 

VII. EXAMPLE 2.2 

Assume ܺ = {1,2,3,4,5} and ࣪(ܺ) be the power set of ܺ. 
Det (࢛ ⋅ ࢜) = ܺ 

࢛ = ቎
ܺ {2,3} ߶

{1,2,3} ܺ {2,3}
߶ {1,2,3} ܺ

቏ ;࢜ = ቎
{3,4,5} {1,2,3} {2,3}
{2,3} {1,2,4,5} {1,2,3}
{1,2} {3,4} ܺ

቏

࢛ ⋅ ࢜ = ቎
{2,4,5} {1,2,3} ߶
߶ {4,5} {1,2,3}

{1,3} {1,2,3,4} {4,5}
቏

 

A.  To construct a square matrix with determinant = ܺ using partitions of a set 
Let " ܺ " be a non-empty finite set, 

ܺ = {ܽଵ,ܽଶ, ܽଷ, … , ܽ௡} 
Define ܣଵ,ܣଶ,ܣଷ, …  .ܺ ௡ as the partitions of the setܣ,
Create a matrix " ࢁ" using the ܣ௜ݏ as latin square. 

ܺ = ራ 
௡

௜ୀଵ

௜ܣ;௜ܣ ∩ ௝ܣ = ߶∀݅ ≠ ݆. 

Det (࢛) = ⊕ଷܣ⊕ଶܣ⊕ଵܣ ௡ܣ⊕… = ܺ 

VIII. EXAMPLE 2.3: 

Let ܺ = {ܽ, ܾ, ܿ, ݀, ݁, ݂,݃} 
ଵܣ = {ܽ, ܿ,݀} 
ଶܣ = {ܾ, ݁} 
ଷܣ = {݂} 
ସܣ = {݃} 
Here, ܣଵ,ܣଶ,ܣଷ,ܣସ are partitions of ܺ. 

Define ࢁ = ൦

ଵܣ ଶܣ ଷܣ ସܣ
ଶܣ ଵܣ ସܣ ଷܣ
ଷܣ ସܣ ଵܣ ଶܣ
ସܣ ଷܣ ଶܣ ଵܣ

൪ 

Determinant = ∑ఙ∈ௌ೙  (−1)ఙܽଵఙ(ଵ) ⋅ ܽଶ(2)ߪ ⋅ ܽଷఙ(ଷ) … ܽ௡ఙ(௡) 
Hence, Det (ࢁ) = ସܣ⊕ଷܣ⊕ଶܣ⊕ଵܣ = ܺ 

IX. PUBLIC KEY CRYPTOGRAPHY USING PERMANENT AND TRACE OF MATRICES 

In a square matrix, the permanent of a matrix is defined as follows: 
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Per (ܷ) = ෍  
ఙ∈ௌ೙

ܽଵఙ(ଵ) ⋅ ܽଶఙ(ଶ) ⋅ ܽଷఙ(ଷ) …ܽ௡ఙ(௡) 

A. Encryption Scheme using the Permanent of a Matrix 
1. Consider the following 3 × 3 matrix 

ܣ = ቎
݌ ଶ݌ ݏ
ݍ ଷݍ ଷݎ

ݎ ସ݌ ଶݎ
቏  where ݍ,݌, ,ݎ  are all distinct odd primes with ݏ

ଷ݌ + ݎ ≢ 0(Mod ݍ)
ଷݍ + ݎସ݌ + ݍ݌ + ଶݎ݌ ≢ 0(Mod ݏ)

 

X. STEP 1: 

Arbitrary select ݌,  .distinct odd primes ݎ
STEP 2: 
Choose an odd prime " ݍ " which is distinct from ݌,  such that ݎ
STEP 3: 

ଷ݌ + ݎ ≢ 0(Mod ݍ) 
Select an odd prime "s" which is distinct from ݍ,݌,  such that ݎ
1. Here, 

ଷݍ + ݎସ݌ + ݍ݌ + ଶݎ݌ ≢ 0(Mod ݏ) 
Per (ܣ) = ଶݎଷݍ݌ + ଷݎହ݌ + ଶݎݍଶ݌ + ସݎଶ݌ + ݏݍସ݌ +  ݏݎଷݍ
gcd (ݎݍ݌, Per (ܣ)) = 1 
gcd (݌ଶݍଷ݌ସ = ,ଷݍ଺݌ Per (ܣ)) = 1 
gcd (ݎହs, Per (ܣ)) = 1 3. In fact 

gcd ቌෑ 
௫ೕ∈ௌ

௝ݔ  , Per (ܣ)ቍ = 1 

where ܵ = ,݌} ,ଷݍ,ݍ,ସ݌,ଶ݌ ,ݎ ,ଶݎ ,ଷݎ  {ݏ
2. Consider the Diagonal Matrix of order ݇ × ݇ (where ݇ is very large) 
௞ܦ = Diag (ݕଵ,ݕଶ,ݕଷ, … , ௜ݕ ௞) whereݕ = ∏௫ೕ∈ௌ  ൫ݔ௝൯ for 1 ≤ ݅ ≤ ݇ 
 .௞ is privateܦ
3. Take ܲ ∈ ݇ ௞(ℤ) anyܮܩ × ݇ matrix with integral entries and det (ܲ) = ±1 
ܲ is private. 
4. Construct public key ܥ = ܲିଵܦ௞ܲ 
5. Define a public key ܰ = Per (ܣ), where ܣ is the private 3 × 3 matrix. 
6. Suppose the given message 

ሬሬ⃗ܯ = ൦

݉ଵ
݉ଶ
⋮
݉௞

൪

௞×ଵ

  with ௝݉ ∈ ℤே.  

XI. ENCRYPTION 

ሬሬ⃗ܯ)ܧ )  = ሬሬ⃗ܯܥ (Mod ܰ)

 = ൮

݉ଵ
ᇱ

݉ଶ
ᇱ

⋮
݉௞
ᇱ

൲(Mod ܰ)
 

Since, gcd (det ܥ(Mod ܰ),ܰ) = 1, we can compute ିܥଵ(Mod ܰ) easily using the private keys ܲ,ܦ௞. Since " 
݇" is very large, computing ିܥଵ is very difficult. Hence, the method is secure. 

 10. Decryption = ሬሬ⃗ܯܥ)૚ି࡯ )(Mod ܰ)
 = ሬሬ⃗ܯ

 



 
10 

A. Encryption Scheme using the Trace of a Matrix 
Take a matrix ॸସ(ℤே) 
Let " ܰᇱ be a given fixed large positive integer. 

ℤே
(ସ) = ቐ቎

ݔ
ݕ
ݖ
ݓ

቏ ∣ ,ݕ,ݔ ݓ,ݖ ∈ ℤேቑ 

Suppose message vector, ݉ = ൦

݉ଵ
݉ଶ
݉ଷ
݉ସ

൪ ∈ ℤே
(ସ) 

Now, define ܯଵ = ൦

݉ଵ ݉ଶ ݉ଷ ݉ସ
݉ଶ ݉ଷ ݉ସ ݉ଵ
݉ଷ ݉ସ ݉ଵ ݉ଶ
݉ସ ݉ଵ ݉ଶ ݉ଷ

൪ 

ଶܯ = ൦

݉ଷ ݉ସ ݉ଵ ݉ଶ
݉ସ ݉ଵ ݉ଶ ݉ଷ
݉ଵ ݉ଶ ݉ଷ ݉ସ
݉ଶ ݉ଷ ݉ସ ݉ଵ

൪ 

ଷܯ  = ൦

݉ଵ ݉ଶ ݉ଷ ݉ସ
݉ଶ ݉ଵ ݉ସ ݉ଷ
݉ଷ ݉ସ ݉ଵ ݉ଶ
݉ସ ݉ଷ ݉ଶ ݉ଵ

൪

ସܯ  = ൦

݉ଵ ݉ଶ ݉ଷ ݉ସ
݉ସ ݉ଷ ݉ଶ ݉ଵ
݉ଶ ݉ଵ ݉ସ ݉ଷ
݉ଷ ݉ସ ݉ଵ ݉ଶ

൪

 

Define ܣ = ൣܽ௜௝൧,ܤ = ൣܾ௜௝൧,ܥ = ൣܿ௜௝൧,ܦ = ൣ݀௜௝൧ ∈ ॸସ(ℤே) 
Define ݂:ℤே

(ସ) → ℤே
(ସ) 

൭൥ࢌ
૚࢓
ଶ࢓
૜࢓

൩൱ = ൦

 trace ࡹܣ૚
 trace ࡹܤ૛
 trace ࡹܥଷ
 trace ࡹܦ૝

൪ 

Then ݂ is bijective if and only if 

ܤ = ൦

ܽଵଵ + ܽଶସ + ܽଷଷ + ܽସଶ ܽଶଵ + ܽଵଶ + ܽଷସ + ܽସଷ ܽଷଵ + ܽଶଶ + ܽଵଷ + ܽସସ ܽସଵ + ܽଷଶ + ܽଶଷ + ܽଵସ
ܾଵଷ + ܾଶଶ + ܾଷଵ + ܾସସ ܾଵସ + ܾଶଷ + ܾଷଶ + ܾସଵ ܾଵଵ + ܾଶସ + ܾଷଷ + ܾସଶ ܾଵଶ + ܾଶଵ + ܾଷସ + ܾସଷ
ܿଵଵ + ܿଶଶ + ܿଷଷ + ܿସଶ ܿଵଶ + ܿଶଵ + ܿଷସ + ܿସଷ ܿଵଷ + ܿଶସ + ܿଷଵ + ܿସଶ ܿଵସ + ܿଶଷ + ܿଷଶ + ܿସଵ
݀ଵଵ + ݀ଶସ + ݀ଷଶ + ݀ସଷ ݀ଵଶ + ݀ଶଷ + ݀ଷଵ + ݀ସସ ݀ଵଷ + ݀ଶଶ + ݀ଷସ + ݀ସଵ ݀ଵସ + ݀ଶଵ + ݀ଷଷ + ܽସଶ

൪ 

is invertible over ॸସ(ℤே). 
det (ܤ) =  (modܰ)ߙ
then gcd (ߙ,ܰ) = 1 

Now, ࢉ࢔ࡱ൮൦

૚࢓
ଶ࢓
ଷ࢓
ସ࢓

൪൲ = ൦

 trace ࡹܣ૚
 trace ࡹܤଶ
 trace ࡹܥଷ
 trace ࡹܦସ

൪ 

XII. ENCRYPTION USING COMMUTATIVE RING WITH UNITY 

Given a multiplicative group ۵, and a commutative ring ܀ with identity, the set ۵܀ consisting of all the finite 
formal sums ∑ ௚∈ீ

ఈ(௚)∈ோ
 with addition defined coefficient-wise and multiplication induced by the ݃(݃)ߙ 

multiplication in ۵ together with distributivity is an algebra over ܀ called the group algebra of the group ۵ over 
the commutative ring [3] ܀. 
Thus for ߙ = ∑௚∈ࡳ ݃(݃)ߙ  ∈ ߚ,ࡳࡾ = ∑௛∈ீ  ࡳࡾ ℎ(ℎ)ߚ 
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ߙ + ߚ = ෍ 
௚∈ீ

(݃)ߙ)  + ݃((݃)ߚ

ߚߙ = ෍ 
௚∈ீ

 ቌ෍  
௫௬ୀ௚

.ቍ݃(ݕ)ߚ(ݔ)ߙ 
 

The element 1ோ݁ࡳ, where 1ோ is the identity element of the ring ܀ and ݁ீ is the identity element of ۵, is the 
identity element of the group algebra RG. 
Observe that the map ݃ ↦ 1ோ݃ is a 1− 1 group homomorphism from ۵ into the group of units of ۵܀, and the 
map ߣ ↦ is a 1 ࡳ݁ߣ − 1 ring homomorphism ࡾ →  with their respective ܀ We can thus identify both ۵ and .ࡳࡾ
images in ۵܀ under the above maps. In particular, we then have 1ோ = ݁ீ = 1ோ݁ீ and this element is the identity 
element of ۵܀ which we will denote by 1 . 
For understanding more basic properties about Group Algebra the reader can refer [4]. Let " ܰ " be a given fixed 
large positive integer. Define ࡾ = (ℤ௡ , +௡ ,×௡; 1,0) be the given commutative ring with unity. (Ring of integers 
modܰ ), where ℤே = {0,1,2,⋯ ,ܰ− 1}. 
Let ݂(࢞,࢟) = ܽ + ܾ࢞+ ܿ࢟ + ݀࢞࢟ be the given polynomial in the variables ࢞ and ࢟ over 
(ℤே , +ே ,×ே; 1,0);ܽ,ܾ, ܿ,݀ ∈ ℤே. 
Choose ܽଵ, ܾଵ,ܿଵ,݀ଵ in ℤே such that 

(ܰ,ଵܽ)ࢊࢉࢍ = gcd (ܽଵ + ܾଵ,ܰ) = gcd (ܽଵ + ܿଵ,ܰ) = gcd (ܽଵ + ܾଵ + ܿଵ + ݀ଵ,ܰ) = 1 
Define ݃(ݕ,ݔ) = ܽଵ + ܾଵݔ + ܿଵݕ + ݀ଵݕݔ 
Here, we are considering the following semi associative group on {࢞,࢟, ࢞࢟}. 

 ݕݔ ݕ ݔ ∙

 ࢟࢞ ࢟࢞ ࢞ ݔ

 ࢟࢞ ࢟ ࢟࢞ ݕ

 ࢟࢞ ࢟࢞ ࢟࢞ ݕݔ
 

Define ((ݕ,ݔ)݂)ܧ = (ݕ,ݔ)݂ ⋅  (ݕ,ݔ)݃
= (ܽ + ܾ࢞+ ܿ࢟ + ݀࢞࢟) ⋅ (ܽଵ + ܾଵ࢞+ ܿଵ࢟ + ݀ଵ࢞࢟) 
= ܽܽଵ + ܽଵܾ࢞+ ܽଵܿ࢟ + ܽଵ݀࢞࢟ + ܾܽଵ࢞+ ܾܾଵ࢞+ ܾܿଵ࢞࢟+ ܾଵ݀࢞࢟+ ܽܿଵ࢟ + ܾܿଵ࢞࢟ + ܿܿଵ࢟ 
+ܿଵ݀ݕݔ + ܽ݀ଵݕݔ + ܾ݀ଵݕݔ + ܿ݀ଵݕݔ + ݀݀ଵݕݔ 
= ܽܽଵ + [ܾܽଵ + (ܽଵ + ܾଵ)ܾ]࢞+ [ܽܿଵ + (ܽଵ + ܿଵ)ܿ]࢟ 
Comparing the coefficients of ࢞ and ࢟ 
+[ܽ݀ଵ + (ܿଵ + ݀ଵ)ܾ + (ܾଵ + ݀ଵ)ܿ + (ܽଵ + ܾଵ + ܿଵ + ݀ଵ)݀]ݕݔ 
ܽܽଵ = ܽᇱ → (1) 
ܾܽଵ + (ܽଵ + ܾଵ)ܾ = ܾᇱ → (2) 
ܽܿଵ + (ܽଵ + ܿଵ)ܿ = ܿᇱ → (3) 
ܽ݀ଵ + (ܿଵ + ݀ଵ)ܾ + (ܾଵ + ݀ଵ)ܿ + (ܽଵ + ܾଵ + ܿଵ + ݀ଵ)݀ = ݀ᇱ → (4) 

 
Here, gcd (Det (ܣ),ܰ) = 1 
Now, we can describe encryption of ݂(࢞,࢟) as 
Enc (݂(࢞,࢟)) = ݂(࢞,࢟) ⋅ ݃(࢞,࢟) 

XIII. SOME ENCRYPTION SCHEMES USING NON-ABELIAN GROUPS 

Now, we shall see few examples of interesting finite non-abelian groups ۵ which are being used in Encryption & 
Decryption. 
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Example 5.1: Let G be a given group. Let R be a given normal subgroup of G. 
 and ܴ are given to public ܩ .7
8. Select an endomorphism ߙ ∈ End (ܩ) such that ߙ(ܴ) = ܴ and ߙ induces identity on ீ

ோ
 

ߙ .9 ∈ Aut (ܩ) ⇔ ߙ ∈ Aut (ܴ) 
(݃)ߙ is fixed point free automorphism i.e ߙ .10 = ݃ ⇔ ݃ = ݁ 
11. Action of ߙ on R is private (i.e) (ݎ)ߙ is private for all ݎ ∈ ܴ 
12. Choose a message ݎ ≠ ݁ ∈ ܴ 
For this message ݎ ∈ ܴ, we can find a " ݃ " ∈ (݃)ߙ such that ܩ = ݃ ⋅ ݎ Here for this ݎ ∈ ܴ,we have one and 
only ݃ ∈ (݃)ߙ such that ܩ = ݃ ⋅ For, suppose ݃ଵ,݃ଶ ݎ ∈  such that ܩ

(ଵ݃)ߙ = ݃ଵ ⋅ → ݎ (1)
(ଶ݃)ߙ = ݃ଶ ⋅ → ݎ (2)
 ∴ ݃ଵିଵߙ(݃ଵ) = ݃ଶିଵߙ(݃ଶ)
 ⇒ ݃ଶ ଵ݃

ିଵ = ଶ݃)ߙ ଵ݃
ିଵ)

 ⇒ ݃ଶ ଵ݃
ିଵ = ݁ ⇒ ݃ଵ = ݃ଶ

 

13. For this message ݎ ∈ ܴ,݃ is public and ߙଷ(݃) is also public. 
The action of ߙଷ on elements which are not in ܴ is public. 
The action of ߙଷ on ܩ − ܴ is public. 
Now ߙ(݃) = ݃ ⋅  ݎ
14. Encryption: 

(݃)ଶߙ  = ݃)ߙ ⋅ (ݎ = (ݎ)ߙ(݃)ߙ
 = ݎ݃ ⋅ (ݎ)ߙ

(݃)ଷߙ  = (݃)ߙ ⋅ (ݎ)ߙ ⋅ (ݎ)ଶߙ
 = (ݎ)ଶߙ(ݎ)ߙݎ݃

 

ℎ =  (݃)ଷߙ
ℎ = gr ߙ(ݎ)ߙଶ(ݎ) 
15. Decryption: 
݃ିଵℎ ⋅ ଵି[(ݎ)ߙ]ଵି[(ݎ)ଶߙ] =  ݎ
Here The action of ߙ on ܴ is private. 
Example 5.2: Let ܩ be a finite group of very large order. 
16. H be a given subgroup of ܩ such that ܱ(ܪ) is also very large and ܪ is given to public. 
17. Let ܭ be subset of ܩ, which is not a subgroup of ܩ such that ܭ is private. 
ܩ .18 = ܪ ∪  ܭ
19. Choose a message ݉ ∈ ݉ but ܪ ∉  ܭ
20. For this m select a secret ݎ such that ݎ ∈ ݎ but ܭ ∉  ܪ
21. Now the encryption of ܧ(݉) = ݎ ⋅ ݉ 
22. Since ିݎଵ ∉ ଵିݎ but ܪ ∈  ܭ
Decryption =  (݉ݎ)ଵିݎ

= ݉ 
Example 5.3: Let ܲ,ܳ,ܴ,ܵ be any given positive integers greater than or equal to "2". 
23. Define ࡺ = ܴܲܳܵ+ 1, then 
g.c. ݀(ܲ,ܰ) = g.c. ݀(ܳ,ܰ) = g.c. ݀(ܴ,ܰ) = g.c. ݀(ܵ,ܰ) = 1 
ܩ .24 = {(ܽ, ܾ, ܿ,݀, ݁) ∣ ܽ,ܾ, ܿ,݀, ݁ ∈ ℤே} 
Now in ۵, we define following binary operation: 
25. (ܽଵ, ܾଵ, ܿଵ,݀ଵ, ݁ଵ) ∗ (ܽଶ,ܾଶ, ܿଶ,݀ଶ, ݁ଶ) = ,ݔ) ,ݕ ,ݓ,ݖ ݈) 

 where 

ݔ  = ܽଵ + ܽଶ(modࡺ)
ݕ  = ܾଵ + ܾଶ(modࡺ)
ݖ  = ܿଵ + ܿଶ(modࡺ)
ݓ  = ݀ଵ + ݀ଶ(modࡺ)
݈  = ܽଶܾଵ + ܾଶܿଵ + ܿଶ݀ଵ + ݁ଵ + ݁ଶ(modࡺ)

 

26. Now, this ۵ is a non-abelian group of order ࡺହ. 
In this group ۵, we can observe the following. 
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27. The mapping ݂:ܩ → (݃)݂ defined by ,ܩ = ݃௘, where ݁ ∈ {ܲ,ܳ,ܴ,ܵ} is a permutation on ۵. Now, 
using the above examples, we can construct a finite non-abelian group ܩ using finite commutative ring 
with identity ܴ. This finite group ܩ can be further used for encryption and decryption of the messages. 

Let ܀ be a finite commutative ring with identity. 
Define ࡳ = (ହݔ,ସݔ,ଷݔ,ଶݔ,ଵݔ)} ∣ ହݔ,ସݔ,ଷݔ,ଶݔ,ଵݔ ∈  {ࡾ
Now in ۵, we define the following binary operation: 

(ହݔ,ସݔ,ଷݔ,ଶݔ,ଵݔ)  ∗ (ହݕ,ସݕ,ଷݕ,ଶݕ,ଵݕ) = ,ଵݖ) ,ଶݖ ,ଷݖ ,ସݖ (ହݖ
 where ݖଵ = ଵݔ + ଵݕ
ଶݖ = ଶݔ + ଶݕ
ଷݖ = ଷݔ + ଷݕ
ସݖ = ସݔ + ସݕ
ହݖ = ଷݔଵݕ + ସݔଶݕ + ହݔ + ହݕ
|ࡳ|  = ହ|ࡾ|

 

The mapping ݂:ࡳ → (݃)݂ defined by ,ࡳ = ݃௘, where ݃ ⋅ ܿ.݀(݁, (|ࡾ| = 1 is a permutation on ۵. 
Similarly, we can construct another finite non-abelian group ۶ using ܀. 
Define ࡴ = (ହݔ,ସݔ,ଷݔ,ଶݔ,ଵݔ)} ∣ ହݔ,ସݔ,ଷݔ,ଶݔ,ଵݔ ∈  {ࡾ
Now in ۶, we define the following binary operation: 

 where ݖଵ = ଵݔ + ଵݕ
(ହݔ,ସݔ,ଷݔ,ଶݔ,ଵݔ) ∗ (ହݕ,ସݕ,ଷݕ,ଶݕ,ଵݕ) = ,ଵݖ) ,ଶݖ ,ଷݖ ,ସݖ (ହݖ
ଶݖ = ଶݔ + ଶݕ
ଷݖ = ଷݔ + ଷݕ
ସݖ = ସݔ + ସݕ
ହݖ = ଶݔଵݕ + ଶݔଶݕ + ସݔଷݕ + ହݔ + ହݕ
|ࡴ|  = ହ|ࡾ|

 

The mapping ߮:ࡴ → defined by ߮(ℎ) ,ࡴ = ℎ௘, where g.c. ݀(݁, (|ࡾ| = 1 is a permutation on ۶. 

XIV. ENCRYPTION SCHEMES OVER GROUP ALGEBRA RG 

Taking ݂(࢞,࢟, (ܢ = ܽ + ܾ࢞+ ܿ࢟ + ܢ݀ + ݁࢞࢟ + ࢠ݂࢞ + ࢠ࢟݃ + ℎ࢞࢟ܢ ∈  ࡳࡾ
where ܽ, ܾ, ܿ, ݀, ݁, ݂,݃,ℎ ∈ ܴ 
ܩ = ,ݔ,1} ,ݕ ,ݖ ,ݕݔ ,ݖݕ,ݖݔ  {ݖݕݔ
ଶݔ = ଶݕ = ଶݖ = ଶ(ݕݔ) = ଶ(ݖݔ) = ଶ(ݖݕ) = ଶ(ݖݕݔ) = 1 
ݕݔ = ݖݕ and ݔݕ = ݖݔ and ݕݖ =  ݔݖ
Then we can reconstruct ݂(࢞,࢟,ࢠ) from ݂(࢞,࢟,ࢠ) ⋅ ݃(࢞,࢟,  where ,(ࢠ
݃(࢞,࢟, (ܢ = ܽଵ + ܾଵ࢞+ ܿଵ࢟ + ݀ଵࢠ + ݁ଵ࢞࢟+ ଵ݂࢞ࢠ + ݃ଵ࢟ࢠ+ ℎଵ࢞࢟ࢠ if and only if 
is invertible over ࡾ 

ܣ =

⎣
⎢
⎢
⎢
⎢
⎢
⎢
⎢
⎡
ܽଵ ܾଵ ܿଵ ݀ଵ ݁ଵ ଵ݂ ݃ଵ ℎଵ
ܾଵ ܽଵ ݁ଵ ଵ݂ ܿଵ ݀ଵ ℎଵ ݃ଵ
ܿଵ ݁ଵ ܽଵ ݃ଵ ܾଵ ℎଵ ݀ଵ ଵ݂
݀ଵ ଵ݂ ݃ଵ ܽଵ ℎଵ ܾଵ ܿଵ ݁ଵ
݁ଵ ܿଵ ܾଵ ℎଵ ܽଵ ݃ଵ ଵ݂ ݀ଵ
ଵ݂ ݀ଵ ℎଵ ܾଵ ݃ଵ ܽଵ ݁ଵ ܿଵ
݃ଵ ℎଵ ݀ଵ ܿଵ ଵ݂ ݁ଵ ܽଵ ܾଵ
ℎଵ ݃ଵ ଵ݂ ݁ଵ ݀ଵ ܿଵ ܾଵ ܽଵ⎦

⎥
⎥
⎥
⎥
⎥
⎥
⎥
⎤

 

In this case, we are taking ܴ = (࣪(ܺ),⊕,∙; 1 = ܺ, 0 = ߶) 
where ܽଵ, ܾଵ, ܿଵ,݀ଵ, ݁ଵ, ଵ݂,݃ଵ,ℎଵ ∈ ࣪(ܺ) such that 
ܽଵ,ܾଵ, ܿଵ,݀ଵ, ݁ଵ, ଵ݂ ,݃ଵ,ℎଵ forms a partition of ࢄ 
ܣ = 

ܽଵ ܾଵ ܿଵ ݀ଵ ݁ଵ ଵ݂  ݃ଵ ℎଵ 

ܾଵ ܽଵ ݁ଵ ଵ݂  ܿଵ ݀ଵ ℎଵ ݃ଵ 

ܿଵ ݁ଵ ܽଵ ݃ଵ ܾଵ ℎଵ ݀ଵ ଵ݂  
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݀ଵ ଵ݂  ݃ଵ ܽଵ ℎଵ ܾଵ ܿଵ ݁ଵ 

݁ଵ ܿଵ ܾଵ ℎଵ ܽଵ ݃ଵ ଵ݂ ݀ଵ 

ଵ݂  ݀ଵ ℎଵ ܾଵ ݃ଵ ܽଵ ݁ଵ ܿଵ 

݃ଵ ℎଵ ݀ଵ ܿଵ ଵ݂  ݁ଵ ܽଵ ܾଵ 

ℎଵ ݃ଵ ଵ݂  ݁ଵ ݀ଵ ܿଵ ܾଵ ܽଵ 
 
Here, it is interesting to note that ܣ is a Latin square. 
Theorem 6.1: ܩ = ⟨1, ⟨ݔ × ⟨ݕ,1⟩ × ⟨1, ⟨ݖ × ଶݔ ,where ,⟨ݓ,1⟩ = ଶݕ = ଶݖ = ଶݓ = 1 
ݕݔ = ,ݔݕ ݖݔ = ݓݔ,ݔݖ = ݖݕ,ݔݓ = ݓݕ,ݕݖ = ,ݕݓ ݓݖ =  ݖݓ
i.e ܩ = ଶܥ × ଶܥ × ଶܥ × ଶܥ = Direct Product 
if 4 copies of cyclic groups of order "2". 
Let (ܴ, +,∙) be given commutative ring with unity 1 ≠ 0. 
Consider the group algebra ࡾ. 
ܩܴ = {ܽ + ݔܾ + ݕܿ + ݖ݀ + ݓ݁ + (ݕݔ)݂ + (ݖݔ)݃ + ℎ(ݓݔ) + (ݖݕ)݅ + (ݓݕ)݆ + (ݓݖ)݇ +  (ݖݕݔ)݈
(ݓݕݔ)݉+ + (ݓݖݔ)݊ + (ݓݖݕ)݋ + ,ܾ,ܽ;(ݓݖݕݔ)݌ ,݋⋯ܿ ݌ ∈ ܴ} 
Let ݔ)ࢌ, ,ݕ (ݓ,ݖ = ܽ + ݔܾ + ݕܿ + ݖ݀ + ݓ݁ + (ݕݔ)݂ + (ݖݔ)݃ + ℎ(ݓݔ) + (ݓݕ)݅ + (ݓݖ)݇ + 
(ݖݕݔ)݈ (ݓݕݔ)݉+ + (ݓݖݔ)݊ + (ݓݖݕ)݋ + (ݓݖݕݔ)݌ ∈  ܩܴ
Then we can reconstruct ݂(ݕ,ݔ, ,ݕ,ݔ)݂ from (ݓ,ݖ (ݓ,ݖ ⋅ ,ݕ,ݔ)݃  where ,(ݓ,ݖ
,ݕ,ݔ)݃ (ݓ,ݖ = ܽଵ + ܾଵݔ + ܿଵݕ + ݀ଵݖ + ݁ଵݓ + ଵ݂ݕݔ + ݃ଵݖݔ+ ℎଵݓݔ + ݅ଵݖݕ+ ଵ݆ݓݕ + ݇ଵݓݖ 
If and only if 

+݈ଵݖݕݔ+݉ଵݓݕݔ + ݊ଵݓݖݔ + ݓݖݕଵ݋ +  ݓݖݕݔଵ݌

 
 
is invertible over ܴ 
Corollary 6.1: Let ࡾ = ,(ࢄ)࣪) +,∙; 1 = ܺ, 0 = {}) be a Boolean Ring with |ܺ| < ∞ 
ܽଵ,ܾଵ, ܿଵ,݀ଵ, ݁ଵ, ଵ݂ ,݃ଵ,ℎଵ, ݅ଵ, ଵ݆ ,݇ଵ, ݈ଵ,݉ଵ,݊ଵ,݋ଵ,݌ଵ forms a partition of ܆. 
Then we can reconstruct ݂(ݕ,ݔ, ,ݕ,ݔ)݂ from (ݓ,ݖ (ݓ,ݖ ⋅ ,ݕ,ݔ)݃  (ݓ,ݖ

XV. EXAMPLE 6.1 

Group Algebra over Klein's 4 group 
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 :has the following presentation ࡳ
ܩ =< ݕ,ݔ ∣ ଶݔ = ଶݕ = ଶ(ݕݔ) = 1 >= ଶܥ ×  ଶܥ
ܩܴ = {ܽ + ܾ࢞+ ܿ࢟ + ݀࢞࢟ ∣ ܽ, ܾ, ܿ, ݀ ∈ ܴ} 
Let ݃(ݕ,ݔ) = ܽଵ + ܾଵݔ + ܿଵݕ + ݀ଵݕݔ ∈  (given) ܩܴ
Now define a map ߰:ܴܩ → RG, ߰(݂(ݕ,ݔ)) = ,ݔ)݃ (ݕ ⋅ ,ݔ)݂ −(ݕ ,ݔ)݃ (ݕ −  (ݕ,ݔ)݂
Then ߰ is bijective if and only if the following matrix ۯ is invertible over ܀ 

࡭ = ൦

ܽଵ − 1 ܾଵ ܿଵ ݀ଵ
ܾଵ ܽଵ − 1 ݀ଵ ܿଵ
ܿଵ ݀ଵ ܽଵ − 1 ܾଵ
݀ଵ ܿଵ ܾଵ ܽଵ − 1

൪ 

As a special case if ࡾ = ,(ࢄ)ࡼ) +,∙; 1 = ܺ, 0 = {}) be a Boolean Ring with |ܺ| < ∞ ܾଵ,ܿଵ, ݀ଵ forms a partition 
of ࢇଵ. 
Theorem 6.2: Let ܴ = (ℤே , +ே ,×ே) be a ring of integers modN, where ܰ is a fixed large positive integer. 
Let ݂(࢞,࢟) = ܽ + ܾ࢞+ ܿ࢟ + ݀࢞࢟ be a given polynomial over (ℤே , +ே ,×ே). 
We can reconstruct ࢌ(࢞,࢟) from ݂(ߙ଴࢞+ ଵ࢟ߙ,଴ߚ + (ࡺ,૚ࢻ.૙ࢻ)ࢊࢉࢍ ଵ) if and only ifߚ = ૚ 
Proof: 

+଴࢞ߙ)݂ ଵ࢟ߙ,଴ߚ + (ଵߚ

൦

1 ଴ߚ ଵߚ ଵߚ଴ߚ
0 ଴ߙ 0 ଵߚ଴ߙ
0 0 ଵߙ ଵߙ଴ߚ
0 0 0 ଵߙ଴ߙ

൪ ⋅ ቎

ܽ
ܾ
ܿ
݀

቏ = ൦
ܽᇱ
ܾᇱ
ܿᇱ
݀ᇱ
൪

 = (ܽ + ଴ߚܾ + ଵߚܿ + (ଵߚ଴ߚ݀ + ଴ߙܾ) + +࢞(ଵߚ଴ߙ݀ ଵߙܿ) + ࢟(ଵߙ଴ߚ݀ + ଵ࢞࢟ߙ଴ߙ݀

൦

1 ଴ߚ ଵߚ ଵߚ଴ߚ
0 ଴ߙ 0 ଵߚ଴ߙ
0 0 ଵߙ ଵߙ଴ߚ
0 0 0 ଵߙ଴ߙ

൪ ∈ ૙ࢻ) ସ(ℤே) is invertible iff gcdܯ ⋅ (ࡺ,૚ࢻ = ૚

 Determinant of this matrix = ଴ߙ) ⋅ ଵ)ଶߙ
 Similarly, 
 taking ݂(ݔ, ,ݕ (ݖ = ܽᇱ + ܾᇱ࢞+ ܿᇱ࢟ + ݀ᇱࢠ + ݁ᇱ࢞࢟ + ݂ᇱ࢟ࢠ + ݃ᇱ࢞ࢠ+ ℎᇱ࢞࢟ࢠ
 we define ݂(ߙ଴࢞+ ଵ࢟ߙ,଴ߚ + +ࢠଶߙ,ଵߚ ૙ࢻ)ࢊࢉࢍ ଶ) such thatߚ ⋅ ૚ࢻ ⋅ ૚ࢻ (ࡺ, = ૚

ܣ =

⎣
⎢
⎢
⎢
⎢
⎢
⎢
⎢
⎡
1 ଴ߚ ଵߚ ଶߚ ଵߚ଴ߚ ଶߚଵߚ ଶߚ଴ߚ ଶߚଵߚ଴ߚ
0 ଴ߙ 0 0 ଵߚ଴ߙ 0 ଶߚ଴ߙ ଶߚଵߚ଴ߙ
0 0 ଵߙ 0 ଴ߚଵߙ ଶߚଵߚ 0 ଶߚ଴ߚଵߙ
0 0 0 ଶߙ 0 ଵߚଶߙ ଴ߚଶߙ ଵߚ଴ߚଶߙ
0 0 0 0 ଵߙ଴ߙ 0 0 ଶߚଵߙ଴ߙ
0 0 0 0 0 ଶߙଵߙ 0 ଴ߚଶߙଵߙ
0 0 0 0 0 0 ଶߙ଴ߙ ଶߚଵߚ଴ߙ
0 0 0 0 0 0 0 ⎦ଶߙଵߙ଴ߙ

⎥
⎥
⎥
⎥
⎥
⎥
⎥
⎤

 ∈ ଴ߙ) is invertible iff gcd (ℤே)଼ܯ ⋅ ଵߙ ⋅ (ܰ,ଶߙ = 1

 

Determinant of this matrix = ଴ߙ) ⋅ ଵߙ ⋅  ଶ)ସߙ
Example 6.2: Let ܴ be any given commutative ring with identity. Let ܩ be the given group generated by {ݔ,  {ݕ
such that ݔଶ = ଶݕ = 1, ݕݔ =  .ݔݕ
Consider the group algebra ܴܩ 

∙ ૚ ݕݔ ݕ ݔ 

1 ૚ ࢞ ࢟ ࢞࢟ 

 ࢟ ࢟࢞ ૚ ࢞ ݔ

 ࢞ ૚ ࢟࢞ ࢟ ݕ
 

 1 ݔ ݕ ݕݔ ݕݔ
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Now our basic ring is ࡳࡾ, where, we are considering polynomials over ࡳࡾ. 
Let ݂(࢞,࢟) = ܽ + ܾ࢞+ ܿ࢟ + ݀࢞࢟ be the given polynomial in "  " and " ࢟ over ࡳࡾ. 
We can reconstruct ݂(࢞,࢟) from ݂(࢞,࢟) ⋅ ݃(࢞,࢟), where ݃(࢞,࢟) = ܽଵ + ܾଵ࢞+ ܿଵ࢟ + ݀ଵ࢞࢟ iff 

൦

ܽଵ ܾଵ ܿଵ ݀ଵ
ܾଵ ܽଵ ݀ଵ ܿଵ
ܿଵ ݀ଵ ܽଵ ܾଵ
݀ଵ ܿଵ ܾଵ ܽଵ

൪  is invertible over ܴ.  

REFERENCES 
[1] T.M. Apostol, (1976), Introduction to analytic number theory. Springer. 
[2] Christof Paar, Jan Pelzl, (2010), Understanding Cryptography, Springer 
[3] I.N. Herstein, (1975), Topics In Algebra (2nd ed.), John Wiley & Sons 
[4] Inder Bir S. Passi, "Group algebras," Indian Journal of Pure and Applied Mathematics, Vol. 43, No. 2, (2012), pp. 89-

106. 
[5] K. Komaya, U. Maurer, T. Okamoto and S. Vanston, "New public-key schemes based on elliptic curves over the ring 

Zn," In J. Feigenbaum (Ed.): Crypto'91, LNCS 576, Springer-Verlag (1992), pp. 252-266. 
[6] N. Koblitz, "Elliptic curve cryptosystems," Mathematics of Computation, Vol. 48 (177), (1987), pp. 203-209. 
[7] R.A. Mollin, C. Small, "On permutation polynomials over finite fields," International Journal of Mathematics and 

Mathematical Sciences, Vol. 10, No. 3, (1987), pp. 535-544. 
[8] R.L. Rivest, A. Shamir, L. Adleman, "A method for obtaining digital signatures and public key cryptosystems," 

Communications of the ACM, Vol. 21, No. 2, (1978), pp. 120-126. 
[9] W. Diffie, M.E. Hellman, "New directions in cryptography," IEEE Transactions on Information Theory, Vol. 22, No. 6, 

(1976), pp. 644-654. 


